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| Vulnerabilidad | Descripción |
| Seguridad de WebGL | Microsoft realizó un reporte en el que indica que el soporte del navegador para WebGL expone directamente la funcionalidad de hardware a la web de una manera que consideramos demasiado permisiva.  Apple también tiene críticas con respecto a la vulnerabilidad pero como webGL es usado para gráficos 3D no no afecta porque el juego está en 2D. |
| XSS (Cross Site Scripting) / CWE-79 con phaser.io | Los ataques de secuencias de comandos entre sitios (XSS) son un tipo de inyección, en la que las secuencias de comandos malintencionadas se inyectan en sitios web benignos y de confianza. Los ataques XSS ocurren cuando un atacante usa una aplicación web para enviar código malicioso, generalmente en forma de un script del lado del navegador, a un usuario final diferente. [Ref.: wikipedia] |

<https://blogs.technet.microsoft.com/srd/2011/06/16/webgl-considered-harmful/>

<https://www.openbugbounty.org/reports/141652/>

<https://www.owasp.org/index.php/Cross-site_Scripting_(XSS)>